
 

 

Poly OBi Voice Adapters 
The following table presents product capabilities which are supported, but not necessarily required. 

Requirements will vary based on your environment. 

 

Application Encryption Function  Description Supported Protocols 

Provisioning Confidentiality Integrity Securely exchange configuration 

file using HTTPS 

HTTPS 

Secure Real Time 

Protocol 

Confidentiality RTP/Media encryption for secured 

voice communication 

SRTP 

SIP over TLS Confidentiality SIP/Signaling encryption for 

secured signaling 

TLS 1.2 

SIP Authentication Authentication Provides authentication of the 

product’s SIP user agent 

credentials to the SIP 

Proxy/Registrar 

Digest (RFC 2617)  

 

Local Web Server Authentication HTTP Digest authentication for 

local/remote web server access 

Digest (RFC) 

802.1X Supplicant Authentication 

Confidentiality 

Integrity 

Allows product to authenticate to 

WIFI or a Layer 2 switch that is 

using 802.1X for authentication 

EAP-MD5 (RFC 3748) 
TLS 1.2, 1.1, 1.0 
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Getting Help and Copyright Information 

 

Patent Information 

The accompanying product may be protected by one or more U.S. or foreign patents and/or pending 

patent applications held by Polycom, Inc. 

Disclaimer 

This software is provided 'as is' with no explicit or implied warranties in respect of its properties, including, 

but not limited to, correctness and fitness for purpose. 

GETTING HELP 

For more information about installing, configuring, and 
administering Poly products or services, go to Poly Support. 
 

Plantronics, Inc. (Poly – formerly Plantronics and Polycom) 

345 Encinal Street 

Santa Cruz, California

95060 
 

© 2019 Plantronics, Inc. All rights reserved. Poly, the propeller 
design, and the Poly logo are trademarks of Plantronics, Inc. All 
other trademarks are the property of their respective owners. 

https://support.polycom.com/
https://support.polycom.com/



