
ENCRYPTION REFERENCE GUIDE 

Poly Studio 
The following table presents product capabilities which are supported, but not necessarily required. 
Requirements will vary based on each unique customer environment. 

Application Encryption 
Function 

Description Supported 
Protocols 

Protected Data Store Confidentiality Allows product to encrypt protected data 
and store on device. 

Encryption SHA-256 

Provisioning servers 
(HTTPS/FTPS/RPRM/PD
MS) 

Authentication 
Confidentiality 
Integrity 

Allow product to connect provisioning 
servers to read profiles and upload log 
files. 

TLS 1.2/1.1/1.0 
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GETTING HELP 
For more information about installing, configuring, and administering Poly products or services, go to Poly Support. 
 

Plantronics, Inc. (Poly – formerly Plantronics and Polycom) 
345 Encinal Street 
Santa Cruz, California
95060 
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